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Abstract: This study aims to describe the penetration of international economic law in the development of the cyber notary concept in Indonesia. The development of the world today, which has entered the Industrial Revolution 4.0, has forced international law to develop the idea of a cyber notary. It needs to be conducted because Indonesia has no legal instrument to regulate cyber notaries. This study adopts legal research conducted to examine the problem in a normative juridical approach where the author examines various laws and regulations because normative juridical conceptualizes law as a written norm and is poured into legislation used as a benchmark for the community. The study results indicate that various legal instruments have been established, such as legal norms regarding Cyber Notaries in Indonesia, which are contained in the Act, in particular a. Law No. 2 of 2014 concerning amendments to Law No. 30 of 2004 concerning the Position of a Notary. Law No. 11 of 2008 concerning Information and Electronic Transactions (UU ITE), Law No. 40 of 2007 concerning Limited Liability Companies.
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Abstrak: Tujuan penelitian adalah untuk mendeskripsikan penetrasi hukum ekonomi internasional dalam pengembangan konsep cyber notary di Indonesia. Perkembangan dunia saat ini yang memasuki Revolusi Industri 4.0 telah memaksa hukum internasional untuk mengembangkan konsep cyber notary. Hal ini perlu dilakukan karena belum atau tidak kuat perangkat hukum di Indonesia untuk mengatur cyber notary. Penelitian ini mengadopsi penelitian hukum yang dilakukan untuk mengkaji masalah adalah pendekatan yuridis normatif dimana penulis mengkaji berbagai peraturan perundang-undangan karena...
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**Introduction**

The Dutch have colonized Indonesia for more than three centuries, which has influenced the Indonesian legal system to this day. During the colonial era, the Netherlands was also influenced by French law, which Rene David classified as a Romano-Germanic Legal Family.¹ This legal system is identical to several continental European countries, so it is often referred to as the Continental European Legal System (Civil Law). Civil law systems are also commonly known to have legal sources derived from the codification of written law (written code). John Henry Merryman stated that there are three sources of law in a country with a civil law legal system, civil law, namely laws (statutes), derivative regulations (regulation), and customs that do not conflict with the law (custom). Judges' decisions in the civil law legal system are often considered not a law.

While the Anglo-Saxon legal system (common law), which has historical roots in the British Empire, makes court decisions on its legal basis.² It was because, in the early history of the British Empire, there was no strong parliament, but only the king’s orders were used as the rule of law. When a judge decides a case, the decision is binding on the litigants and generally applies to similar cases.³ The judge's decision is important because of the absence of laws passed by the parliament or the difficulty of making regulations that follow the development of society.⁴

As such, judges and courts play a significant role in shaping the law in countries such as the United States and the United Kingdom.⁵

Based on the characteristics of the legal formation of the two legal systems, judges in countries that adhere to civil law, such as Indonesia, are identical only to be mouthpieces of the law, while judges in common law countries can make a law or legislation. This concept is then understood dichoto-
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³ Ibid.


mously and statically: always different and will not change.

M. Fathahillah Akbar, for example, considers that the absence of the KPK's authority in prosecuting money laundering cases (TPPU) in Law No. 30 of 2002 concerning the Corruption Eradication Commission (KPK Law) makes prosecution of money laundering crimes cases carried out by the KPK "theoretically wrong". Straightforwardly, Akbar stated that the prosecution of the money laundering crime case by the KPK was "illegal" because its authority was not contained in clear rules. Akbar's argument is based on a statutory review only.

Akbar's argument is not appropriate if the prosecution carried out by the KPK on the money laundering offenses case is considered illegal. This authority has a legal basis, both based on court decisions and decisions of the Constitutional Court, which declares a constituency (not contrary to the constitution). However, the proposal to revise the KPK Law to add this authority is acceptable. This pattern is regular in common law countries when a court decision is adopted or becomes a reference for making or updating a written law.

In practice and its development, several judges in Indonesia make a law to fill the void like judges in common law countries. Thus, the judiciary in Indonesia is no longer entirely in line with the civil law legal system because it already has and applies several characteristics that are identical to the standard law justice system, for example, judge decisions that renew the law, even criminal law that adheres to the principle of


\[ \text{(7) Putusan Mahkamah Konstitusi Nomor 77/PUU-XII/2014 tentang Uji Materi Undang-Undang Nomor 8 Tahun 2010.} \]

legality. This condition or system is formed from the current relationship between the legal structure, the rule of law, and society.

According to Emma Nurita, the concept of a cyber notary can temporarily be interpreted as a notary who carries out his duties or authority based on information technology, which is related to the duties and functions of a notary, especially in making deeds. Then according to Brian Amy Prastyo, the essence of a cyber notary currently has no binding definition. However, it can be interpreted as a notary who carries out his duties or authority based on information technology. Of course, it is not legal to use a cellphone or facsimile for communication between a notary and his client. But it is related to the duties and functions of a notary, especially in the making of a deed.

This paper focuses on how to apply the cyber notary concept in Indonesia more clearly after the enactment of Law Number 2 of 2014 concerning Amendments to Law Number 30 of 2004 concerning the Position of Notary (amendment to UUJN) which regulates the authority to certify transactions conducted electronically, although it is only listed in the Elucidation of Article 15 paragraph 3, namely what is meant by other authorities regulated in laws and regulations," among others, the authority to certify transactions conducted electronically (cyber notary), making a deed of waqf pledge, and aircraft mortgages.

Cyber notary in the practice of international law itself still refers to national law, because most of the subjects of international law are in the national legal area where the subject of international law is. In the

\[ \text{(8) A deeper discussion regarding the discovery of law in criminal law, see Eddy O.S. Hiarije, Asas Legalitas & Penemuan Hukum dalam Hukum Pidana (Jakarta: Erlangga, 2009).} \]
sense that the cyber notary carries out the duties and authorities of the notary based on the national law where the cyber notary is located. And basically in every country that implements a cyber notary, it is still based on national law in that country, because international law applies when there is a case where transactions occur between different countries where they are required to use international law based on the national laws of the two countries.

When referring to international economic law against cyber notaries, the answer returns to how national law, civil law and public law relate to international economic relations. So the application of cyber notary can go hand in hand with international economic law which is based on how the national law in that country applies. In this study, the author examines how breakthroughs in international economic law can run in line with the application of the cyber notary concept in Indonesia. Because according to the author, the cyber notary itself has a valid legal basis and whether the legal basis can coexist with international economic law, especially in Indonesia itself.

**Research Method**

The approach in legal research that is carried out to examine the problem is a normative juridical approach. The author examines various laws and regulations because normative juridical conceptualizes law as a written norm and is poured into legislation used as a benchmark for the community, behavior, and national and state life. In this case, the laws and regulations as legal material being studied are primary, secondary, and tertiary legal materials collected through library research. Primary legal materials include laws and regulations relevant to the issues studied, namely the Law on Notary Positions (UUJN), the Law on Information and Electronic Transactions (UU ITE), and others. Furthermore, to help explain, analyze, and compare primary legal materials, secondary legal materials are also used, such as expert writings in journals and articles related to the issues discussed. Meanwhile, judging from the techniques used to analyze legal materials, descriptive-analytical techniques are used, which will later thoroughly describe the object studied in this study, namely, the urgency of implementing Cyber Notary practices in a time where all physical contact is avoided as much as possible. As much as possible to suppress the increase in the number of people who are positively infected Covid19. Furthermore, the conclusions will be explained using qualitative analysis techniques, aiming to present a systematic analysis of the facts and phenomena studied. According to Miles and Huberman, qualitative data is not in numbers but in the form of descriptions or events. The conclusion is a short answer regarding the results of the research. It only focuses on the scope of questions in the formulation of the problem.
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Results and Discussion

1. Penetration of International Law

For decades, international economic law was considered an “non politicized” branch of international law. Settlement of disputes based on rules carried out by independent judges has become the norm. Economic governance institutions are isolated from the United Nations decision-making forum, where peace and security are key considerations. Security exemptions are applied sparingly in trade and investment agreements, allowing governments and private entities to operate within a predictable legal framework. While this legalistic environment has never been uncontested, critical actors within the regime support the assumption that, by and large, economic governance can be separated from broader geopolitical struggles.

It is no longer the case. The current United States administration is a vocal exponent of this shift, promoting the position that security concerns are no longer just an exception to a legal obligation but now permeate its entire economic relationship. The European Union, whose supranational powers have traditionally ceased when security concerns begin, has put a foreign investment screening framework to protect the security and public order. China’s national security law has led the government to block Chinese companies from participating in developing 5G mobile network infrastructure. Around the world, data protection and data localization laws challenge the idea that the internet is free and without boundaries, giving governments the technical ability and legal right to control the flow of information across borders to protect security interests.

These developments could strain the ability of international economic law to operate under its usual legalistic assumptions. The World Trade Organization, which for two decades has seemed to stand at the top of geopolitical struggles, is now required to handle security exceptions in parallel disputes. At the same time, legalized dispute resolution procedures are under threat. International investment regimes, which developed under fragmented legal and institutional structures, are now the subject of multilateral reform efforts, just as countries worldwide are building barriers to foreign investment to safeguard their security interests. Under India’s new model treaty, a request for a security exemption by a single country would make a dispute unjustified.

The language of security has also evolved beyond traditional military security. In a world where everyday objects are increasingly connected to the internet, how do WTO obligations and cybersecurity interact? Do WTO Members’ determination to protect food security trump commitments to eliminate trade-distorting agricultural subsidies? Does the search for energy security allow countries to limit foreign investment? Can countries ban all fields of economic activity and negate the value of investments in pursuit of global climate security?

The international economic law of the digital economy, with a focus on datafication of the global digital economy, the disciplines of international economic law applicable to global digital trade and investment, and the global regulatory framework that governs the digital economy. It adopts an interdisciplinary approach that focuses on the legal and political aspects of global digital trade as well as the political econo-
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my that drives the digital economy. Deep understanding of international, regional and domestic frameworks on digital trade; applicable rules in WTO law and Regional Trade Agreements, including Bilateral Investment Agreements; regulation of cross-border data flows and their interface with transnational and domestic data governance, including privacy and cybersecurity governance issues; and the interface of international economic law and emerging digital and data-driven technologies. This course will focus on the role of cross-data governance in digital trade and how datafication of the global economy affects international economic law and vice versa. The course components will focus on foreign digital trade policy in various digital trade agreements. It is of interest to anyone interested in learning more about the global digital trade and e-commerce market, the current framework and the future evolution of the regulatory framework for the digital economy.

2. Concept of Cyber Notary in Indonesia

The current globalization technology is increasingly advanced, characterized by very rapid technological characteristics. It begins from the authority of gadget service providers and various life factors. In Indonesia, the characteristics of technology also affect the notary criminal service, which can be marked through the notary's authority in the cyber notary field. Cyber Notary is the application of making data together with computers, laptop networks, or different digital media together with teleconferences or video meetings to carry out a Notary authority's responsibilities. Cyber Notary is intended for flexibility in facilitating and accelerating the implementation of the responsibilities and authority of a Notary in doing correct deeds, regarding all deeds or agreements or provisions required by regulations or prioritized through interesting events to be protected in a right deed. The Notary Cyber Gadget is considered very useful if it is related that Indonesia is the largest archipelagic country in the world.

Despite these technological advances, the legal profession, including civil law notaries, has not undergone significant changes. In Indonesia, civil law notaries were introduced by the Dutch for a long time when the majority of Indonesian territory was still a colony under the Dutch East Indies (Netherlands East-Indies). The state notary system continues to follow the Dutch notary system. The first notary in Indonesia was a Dutchman named Melchior Kerchem. The existence of a notary system in Indonesia is necessary and recognized as independent and impartial individuals.

A notary is a profession that globally operates in two legal systems, namely notaries in legal countries and notaries in Common Law, commonly known as Public Notaries. Although both are positions, they both have different functions and authorities. Indonesia adheres to a civil law legal system that uses written laws or regulations as
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its primary source of law. Until now, in Indonesia, there is no special regulation regarding the mechanism for making a deed by a notary as one of its authorities uses electronic media, which incidentally is included in the branch of the Cyber Notary system.

In 2018, the generation of the Industrial Revolution 4.0 combined Cyber-Physical Systems, the Internet of Things, Networks, and cyberspace. The Industrial Revolution 4.0 that hit the international millennium created a demanding situation for all events, including expert regulation events that required creativity to answer them. In the crime career sector, there may also be a shift due to the Industrial Revolution 4.0 is the task to answer the problem of destiny. This generation also has a full-size effect in the field of crime. Human Resources (HR) is a problem that must be faced in the generation of the Industrial Revolution 4.0, which requires sophisticated human resource competencies and unique skills. In a legal profession such as a notary, it is necessary to improve services to the community by making maximum use of existing information technology. Notaries can broaden their horizons in innovative thinking, problem-solving, communication, creativity, and collaboration. A notary is a profession that provides legal services to the community to achieve legal certainty. Also, the industrial revolution 4.0 made the process of improving Notary services needed at this time.

The industrial world is currently known as the Industrial Revolution 4.0 which cannot be separated from the debate that continues to be a conversation in Indonesia. The Industrial Revolution 4.0 causes changes in aspects of life that have a significant impact. Also, industry 4.0 is termed as the era of disruptive technology due to automation and connectivity in all areas. According to Emma Nurita, it is hoped that a notary will not be left behind in dealing with current developments. Notaries must do community service as a whole so that they are willing to make authentic written evidence about the legal actions they have committed. On this basis, those appointed as notaries must have the spirit of serving the community.

Referring to the advancement of ICT that utilizes the internet, of course, it impacts the overall performance of the responsibilities and authorities of a notary. Notaries at first used the traditional method (but were surprised to see how they had to meet immediately earlier than a notary, and the records were immediately accompanied by a deed made through a notary and legalized on paper) in making a correct and perfectly enforced deed through a notary. The means for people who want it in the proof function, go to an electronic notary offering or take advantage of our digital space/online world to use this ability, called a virtual world notary. In electronic transactions, it is possible to intervene from a notary as the role of a notary in conventional transactions. It is appropriate if a notary still uses the traditional method in service activities in electronic transactions. Because of the parties' speed, timeliness, and efficiency, the term Cyber Notary was later popularized in development. Notaries must be able to use the Cyber Notary concept to create fast, accurate and efficient services, to accelerate the pace of economic growth.

17 Dina Chamidah and others, “Authority and Power of the Law Relating to Cyber Deed Notary in Indonesia Era Industrial Revolution 4.0,”
The authority of a Notary in the Cyber Notary field is explicitly stated in the explanation of Article 15 paragraph (3) of the Notary Position Act (UUJN), which states that other jurisdictions in the legislation include the Cyber Notary authority, deed, pawn waqf, and pawned aircraft. The presence of a notary authority in the cyber field can be seen as an answer to the demands of today's technology.

From a philosophical point of view, electronic transactions are no longer conventional ones that do not rule out cuts across the country and in the elucidation of Article 2 of the ITE Law, it is clear that coverage does not recognize territorial boundaries. However, on the other hand, having a notary area office as regulated in Article 18 of the UUJN states that a notary is domiciled in a district/city and has locations throughout the province of domicile.

Article 17, letter a of the UUJN stipulates that Notaries are prohibited from positions outside the role area, which aims to provide legal certainty to the public and avoid unfair competition among notaries. Notaries only have jurisdiction over the legal actions taken in their territory and the entire province of residence. It raises questions about the competence and authority to conduct cyber Notary Public on electronic transactions carried out outside the office.

Article 1 point 7 UUJN requires the deed to be made before a notary so that the cyber notary deed is very small, considering that a cyber notary notarizes the deed because of the presence of a notary and the parties are not in the notary's office area. However, new regulations or reforms may emerge in line with the increasingly rapid development of the UUJN era. In Article 5 of Law no. 11 the Year 2008.

Section 4 concerning Electronic Transaction Information Letter states that the invalidity made in writing according to the Law, the letter must be in the form of a notarial deed or a Deed Making Officer If we examine the article above, especially article 5, paragraph (4), at this point, the concept of a cyber notary cannot be implemented. However, it does not mean it is impossible forever. Suppose the provisions of article 5, paragraphs (2) and (3) can be ascertained in the second paragraph as long as the opportunity cyber notary concept. In that case, only a uniform legal basis is necessary for the notary office regulations. Therefore, it is required to conduct an analysis and evaluation through a legal quality audit of the existing laws and regulations. Legal quality audits are carried out not only to improve existing legal materials but also to improve the legal system, including legal materials, legal institutions, law enforcement, legal services, and public legal awareness in developing the concept of cyber notary institutions.

The legal quality audit of the cyber notary institution is an evaluation that will become a recommendation on the status of the legislation being analyzed, whether it is changed, revoked or maintained. This legal evaluation mechanism is carried out based on technical guidelines for legal quality audits that can be used to detect regulations whether the legislation is overlapping, dis-
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harmony, contradictory, multi-interpreted, ineffective, creates a high-cost burden, and is not in line with the values of Pancasila.

The notary’s authority can be added to serve the public as conventional and serve the city in electronic services, especially electronically with the exact value. The concept of a cyber notary does not only bring about changes to the UUJN, especially Articles of the Civil Code 1867 to Article 1870 of the Civil Code, thus showing that Indonesia can still stand alone and work together to make changes to the legal order in Indonesia.

Legal norms regarding Cyber Notary equipment in Indonesia are contained in the Act, particularly a. Law No. 2 of 2014 concerning amendments to Law No. 30 of 2004 concerning the Position of a Notary. Law No. 11 of 2008 concerning Information and Electronic Transactions (UU ITE), Law No. 40 of 2007 concerning Limited Liability Companies. Indonesia, which has its policy, the authority in treading has a notary's career, such as electronic transaction identity (Cyber Notary). Even though when Australia no longer has Strict rules clearly, it explains the authority of a Notary in making offers with Cyber Notary tools because the carrier mechanism is part of the form of digital transactions that have been regulated in the Electronic Transactions Act 1999/Electronic Transactions Act 1999/ETA (Australia). The similarities can be seen in its function. Each Cyber Notary System is a law in the form of civil servants quickly, concisely, and has criminal security for all parties. In Indonesia with Online Company Registration, through the Legal Entity Administration System or abbreviated as SABH and Australia with the Electronic information and communication technology in carrying out work by notaries or the concept of Cyber Notary itself was first heard and initiated by the Committee of American Bar and Association in 1993. This concept explains that notaries in America are authorized to authenticate various documents related to electronic business.

Notaries as public officials are mandated by Law Number 30 of 2004 and have been amended by Law Number 2 of 2014 concerning Notary Positions (referred to as the Law on Notary Positions) to show authentic evidence, and other authorities as determined in Article 15 of the Law concerning the Position of a Notary. Article 16 of the Law on Notary Positions explains the various obligations of a Notary. In letter m, it stipulates that the reading of the deed must be carried out by a Notary in front of an audience at least in front of an audience. of 2 (two) witnesses, in whose explanation the Notary is required to be physically present or face to face physically both with the appearers and witnesses to sign the authentic deed. Arrangements during a pandemic like this are a significant obstacle for the practice of notaries in Indonesia.

Electronic information and communication technology in carrying out work by notaries or the concept of Cyber Notary itself was first heard and initiated by the Committee of American Bar and Association in 1993. This concept explains that notaries in America are authorized to authenticate various documents related to electronic business.

---
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ness transactions. However, after this initiation, it was not regulated in Indonesia until the issuance of Law Number 2 of 2014, which was an amendment to the previous Law on Notary Positions. In Article 15, which regulates the various powers, paragraph (3) states that a notary has other powers regulated in laws and regulations. Furthermore, the other authorities are explained in the elucidation of Article 15 paragraph (3) that what other authorities mean here is one of them authorizing transactions conducted electronically.

The explanation of Article 15 Paragraph (3) of the Law on Notary Positions opens up opportunities for Notaries to exercise their authority electronically or as Cyber Notary. However, in the field, not many notaries dare to apply Cyber Notary in practice due to the lack of clarity on further regulations regarding the technical implementation. Notaries do not have a legal basis or umbrella if the implementation of Cyber Notary causes problems. Notaries, as public officials, are born with the will by the rule of law to serve the community in terms of making written and authentic evidence about an event or specific legal act. Based on this thought, a notary must have a passion for serving the community because its existence has been the community’s will from the start, with the issuance of Presidential Decree No. 11 of 2020 and Presidential Regulation No. 21 of 2020 concerning Large-Scale Social Restrictions, which oblige the public to limit activities carried out outside the home in the hope of slowing or even breaking the chain of spread. COVID-19, the practice of notaries, is also expected to take steps to participate in increasing physical space through the implementation of the Cyber Notary system.

The term Cyber Notary was first found in the laws and regulations in Indonesia in the Elucidation of Article 15 paragraph (3) of the Law on Notary Positions which regulates the authority of other Notaries, which are regulated by laws and regulations. However, there are no further statutory regulations or implementing regulations for this Cyber Notary concept. The primary function of a Cyber Notary, based on the explanation of Article 15 paragraph (3) of the Notary Position Law, is to ratify and authenticate electronic transactions. The certification is an act as a Certification Authority owned by a notary as a third party so that the parties can receive digital certificates in the form of electronic documents (Matra, 2012). These electronic documents have the same position and are parallel to paper documents. Article 6 of the ITE Law states that as long as the information contained in an electronic document can be displayed and accessed, its integrity is guaranteed and can be accounted for, then the electronic document is valid. The electronic document generated from an electronic transaction is then ratified by a Notary so that it can become valid evidence. Article 1, number 18 of Government Regulation Number 82 of 2012 concerning the Implementation of Electronic Systems and Transactions defines a deed as an electronic certificate containing an Electronic Signature and identity issued by the electronic certification operator indicating the status of the legal subjects of the parties in the Electronic Transaction.

---

Conclusion

Penetration of international economic law is more of an encouragement to the business world which will later hold an electronic GMS (e-GMS) to utilize digital technology as a means to improve the quality of legal services that are simple, fast and effective while maintaining legal protection for those who have an interest in the company. And the cyber notary concept can work with the international economic law, which is basically good international law wherever it is still based on national law in each country which later when there is a case that must involve both countries then International Law applies and knows how to position the two countries in the eyes of international law.
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